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KIBERTERRORIZMUS: MIT HOZ A JOVO?

»Aki ajovérol fogalmaz meg llitasokat, az csal vagy hazudik.”! Hogy Csanyi Vilmos
Széchenyi-dijas bioldégus, akadémikus valéban jogosnak tiind gondolatait ismerve
miértis bocsitkozok valamiféle josldsba, annak igen prozai okai vannak. A meglévé,
sajnos kozel sem korlatlan eréforrdsainkat — véleményem szerint — akkor tudjuk
minél hatékonyabban felhaszndlni, ha tisztdban vagyunk a sajat képességeinkkel, és
alehet6 legjobban megprobaéljuk feltarni a jovobeli fenyegetéseket. E rovid szerze-
mény célja is pontosan ez kivan lenni a kiberterrorizmus kapcsan, azazhogy a teriilet
multjdnak, jelenének rovid 4ttekintésével vilaszt kapjunk arra akérdésiinkre, hogy
valos fenyegetés-e a kiberterrorizmus, avagy mit hoz a joveé.

Az emberiség torténetében az id6 elérehaladtéval - a technikai vivmanyoknak
koszonhetéen — folyamatosan nyiltak meg a hadviselés 4j szinterei. Mikozben
megtanultuk kezelni vagy legalabb elfogadni a szdrazfoldon, vizen, levegében és
az trben jelen 1év6 fenyegetéseket, megjelent egy 1j, nehezebben megfoghaté
rész, a kibertér, amelyet a NATO? 2016-ban ismert el az 6todik katonai mtiveleti
tertiletnek.® A kibertér, az internet vilaga forradalmian 4j lehetségeket nyitott meg
az élet minden teriiletén. Lehetvé valt, hogy az otthonunk kényelmébdl érjiik el
a munkahelyi halézatunkat és az ott kezelt informacidkat, hogy a vildg barmely
pontjardl ranézziink a nappalinkba telepitett webkamera képére, hogy a hitésiinket,
ftésiinket tavolrol szabalyozzuk, vagy akdr az is, hogy a termelési folyamatokat
barhonnan nyomon kovethessiik, és szitkség esetén be is avatkozhassunk abba
a hilézaton elérhetd millid és millié érzékeldn, vezérldn keresztiil.

Ugyanakkor abban a pillanatban, amikor ez szimunkra elérhetévé valt, potencia-
lisan ugyanugy valt elérhet6vé az internetet hasznal6 tovabbi tobb mint 6tmillidrd
felhaszndl6* szdmadra is. Természetesen nem feltétleniil olyan egyszertien, mint
nekiink (példdul infrastrukturalis adottségok miatt), de nem is biztos, hogylényege-
sennehezebben. Az a tény, hogy ilyen szimossagu és értékii rendszer és informéci6
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ilyen konnyedén elérhetd, értelemszertien felkeltette a figyelmét tobb csoportnak
is. Az unatkoz6 fiataloknak, akik a (kétes) hirnévért, vagy pusztan az izgalom miatt
tornek fel rendszereket, a blin6z6knek, akik példdul az adataink, informécidink
ellopasaval, elérhetetlenné tételével kivannak pénzt szerezni, a hacktivistaknak,
akik valamilyen politikai vagy tarsadalmi eszmét 6hajtanak kikényszeriteni, vagy
legalabb kozzétenni, és természetesen a terroristaknak is, akik Iényegében az 6sszes
fenti tevékenységben érdekeltek valamilyen médon.

ELOZMENYEK, A MULT

Atorténelemben szamos példatlathattunk arra, hogy egy elsésorban haddszati célokra
fejlesztett eszkoz, technoldgia kisebb-nagyobb médositasok utdn a civil életben is
telttnik. Ez a tendencia a 21. szdzad elejére azonban - els6sorban az informdcid-
technoldgidnak készonhetéen — megfordulni latszik. Az ezen a teriileten megjelend,
akordbbiidészakokhozképestlényegesen rovidebb életciklust innovaciok és fejlesz-
tések debiitdlnak késobb katonai alkalmazdsban. A kibertér megjelenése és rendkiviili
titemt boviilése csak katalizalta ezt a folyamatot, egy ritkdn latott mértéki valtozdst
hozva ezzel ahadviselésben. A timadd és az altala alkalmazott mddszer ,lithatatlanna
valséval’, a fizikai hatérok eltiinésével ez valoban tij dimenziét jelent. Ertelemszertien
aterrorizmus sem ,.engedhette meg magénak”, hogy kimaradjon ebbél a folyamatbol,
hiszen ezzellényegesenidedlisabbaklettek a terrorcselekmények elkovetésének felté-
telei, illetve az internetet hasznal6 tobb millidrd felhasznalé elérésérélis lemondana.
A kiberterrorizmus mint kifejezés mar 1979-ben megtalalhat6 volt egy svéd
szamitogépes blinozésrdl sz6l6 jelentésben, ugyanakkor a biintetéjog-irodalomban
széles korben csak a 2001. szeptember 11-ei terrortdmaddsokat kovetSen terjedt el.

,Erdemes megjegyezni, hogy politikai célti timaddsokat mér ezt megel4zéen is
inditottak az interneten keresztiil, igy példdul az 1999-es koszovoi konfliktus sordn.
A Jugoszlaviit ért bombazésokat kovetSen tilterheléses, un. DDoS-tdmaddsok
(Distributed Denial of Service) S indultak a NATO weboldalaival szemben, és
jugoszlav honlapok miikddését is megprobaltik ellehetetleniteni vagy tartalmukat
modositani. A NATO szdndékosan nem pusztitotta el az orszdg internetelérést
biztosité fizikai infrastrukturdjit, abban bizva, hogy az interneten keresztiil szerzett
informécidk a jugoszldv kormény ellen fordithatjék a lakossagot.”®

S Magyarul: Elosztott szolgéltatismegtagaddssal jaré timadas.
6 DORNFELD 2019.
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Fontos megjegyezni, hogy ezek a tevékenységek definicié alapjan nem feltétleniil
felelnek meg a kiberterrorizmus minden sziikséges jegyének. A fenti eseményeknek
és az informatika elterjedésének koszonhetéen mér az 1990-es években elkezdtek
napvildgot latni azok a gondolatok, miszerint a ,,holnap terroristaja” tobb kart tud
okozni a szamitogép billentytizete segitségével, mint egy bombéval.” A 2001. szep-
tember 11-ei terrortimadasokat kévetéen gondolati szinten tortént azonban egy
ugrasszertinovekedés. Ennek oka a félelemben, vagy akdr mondhatjuk, hogy sokkban
1év6 tarsadalom szempontjibdl érthetd volt, hiszen tovdbbi rémélomszert tdma-
ddsokra lehetett szdmitani. A fizikai biztonsagi intézkedések jelent6s szigoritasa,
az informatikdhoz tarsitott misztikum, illetve elterjedésének gyorsasiga valoban
logikusan eredményezhette volna azt, hogy a kovetkez6 — a Vildgkereskedelmi
Koézpont? ikertornyainak ledontéséhez mérhet6 — tdmadds a kibertérben fog be-
kovetkezni, elsésorban a kritikus (informacids) infrastruktarat célozva.

A kiberterrorizmussal kapcsolatos félelmek gyokerei az 1990-es évek végére,
a2000-es évek elejére vezethetok vissza. Az internet, az informatikai és gyakorlatilag
azinformdcids tarsadalom lehet6ségeinek minden korabbi elképzelést tulszarnyal6
fejlédésével egyre tobb felelds dontéshozé szdmdra valt nyilvanval6va, hogy egy
modern allam és annak szinte minden szervezete milyen jelent6s mértékben is
fugg a digitalis technologidktol. Ebbél fakadéan a kiberterorrizmus éltal jelentett
veszély felkeltette a vezetdk, politikusok figyelmét is. A 2001. szeptember 11-ei
terrortdimadasok utan a pszicholégiai, politikai és gazdasagi tényezék még inkdbb
felerésitették ezeket a félelmeket. Lényegében az akkori kor kétlegmeghatirozobb
télelme egyesiilt a kiberterrorizmusban: a véletlenszerd dldozattd valas jol keveredett
a szamitogépes technolédgidval kapcsolatos bizalmatlansaggal.

Ezeka félelmek ugyanakkor nem voltak teljesen alaptalanok. Tobb olyan eset is
tortént, amelyben egykevésbé képzett aktor kovetett el olyan tevékenységet a kiber-
térben, amely a fizikai térben torténé valos karokozassal vagy akar sériiléssel is jart.
Ezek alapjan valéban jogosnak tiinhetett az a félelem, miszerint ha egy tinédzser
egyediil képesilyen jellegti akciora,” akkor mire lehet képes egy felkésziilt, elszant,
jelent6s eréforrasok felett diszpondlé terrorista csoport.

Az 1jtechnoldgiailehet6ségeket azonban elsésorban mas célbdl kezdték haszndlni
aterroristak. Alegkonnyebben megvalésithat6 eszkozként honlapokat, internetes
férumokat hoztakIétre abbdla célbdl, hogy aktivan kommunikaéljék motivaciojukat,
céljaikat, megszolitsak a tarsadalmat, illetve ezzel passziv modon elérhették azt is,

,Tomorrow’s terrorist may be able to do more damage with a keyboard than with a bomb.”
National Research Council System Security Study Committee 1991.

8 Angolul: World Trade Center (WTC).

9 SQUATRIGLIA 2008.
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hogy ezeken a platformokon beszéljenek roluk, tetteikrél. , A hadviselés, illetve
aterrorizmus modszereire, napjainkban kialakult és varhat6an a jévében kialakul6
formaira nagy hatdst gyakorol a média, illetve az akorilmény, hogy a technikai fejl6-
désrévén ahirek egyre hamarabb, szinte mar val6s id6ben, egyre nagyobb tomegeket
érnek el, igy széllitva a terroristdk tizeneteit az informdciés tarsadalom tagjaihoz.
Aterroristak »csapdat« allitanak a média szdmara, és amikor az raveti magat az elé
helyezett torténetre, azt kell észrevennie, hogy idegen tizenet keriilt a rendszerbe.
A terroristak taktikdja lényegében kivédhetetlen, mivel a szabad médiéban piaci
verseny uralkodik, és a médiaipar egyik szerepldje sem engedheti meg maganak,
hogy ne vegyen tudomdst a terroristék 4ltal rendezett draimakrol. Igy olyan témédk
kertilnek reflektorfénybe, melyek korabban nem léteztek a média »valdsédgéban,
illetve a hivatalos politika részérél szamiizve voltak onnan.”!? A rendelkezésre 4ll6
informdciok alapjan a terroristak tevékenysége els6sorban erre a tertiletre terjed ki,
valamint uj tagok toborzdséra, biztonsagos kommunikécidra, terroristak kiképzésével
kapcsolatos kiadvanyok kozzétételére, miikodésiik finanszirozédséra, egyéb eréfor-
rasok, képességek gytijtésére, szolgaltatasok igénybevételére, valamint a lehetséges
célpontokrol torténd informdciogyujtésre haszndljak a kiberteret.

A JELEN

Akiberterrorizmus jelenének feltérképezésére a kozelmultban tortént biintetdjogi

eseteket és az ISIS ,hackerének” torténetét hivtam segitségiil, amelyeken at képet
kaphatunk az elkovetés jellegérdl, modjarol.

Az Amerikai Egyesiilt Allamokban 2016-ban emeltek el8szor vadat kiberterroriz-
mus miatt. Az eljards sordn az Ardit Ferizi nevii hackert vadolték azzal, hogy éllitdlag
feltort egy katonai honlapot, és ellopta a kormanyzati és katonai személyzet neveit,
cimeit és egyéb személyes adatait, majd eladta azokat az ISIS-nek.!! (Islamic State
of Iraq and Syria — Iraki és Sziriai Iszldm Allam).!2 A fenti tényallds ttekintése
utdn azonban joggal hidnyolhatjuk a ,klasszikus” terrorizmus definiéldsa sordn
megallapitott kotelez6 elemek jelentds részét.

Lényegesen jelent6sebb fejlodési lépcsdfoka és szerepl6je volt azonban a kiber-
terrorizmusnak a brit szarmazasa Junaid Husszein, aki egészen a 2015 augusztusaban,
amerikai dréntdmadasban bekévetkezett haldldig az Iszldm Allam hackere és egyben

10 PAPP 2018.
11 BLAKE 2016.
12 BLAKE 2016.
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alegtermékenyebb angol nyelvti kozosségimédia-propagandistaja volt.!3 Pakisztani
sziil6k gyermekeként az angliai Birminghamben élt. Az ismer6sei a val6 életben
egy csendes, visszahuz6do6 gyermekként szamoltak be réla, aki csak a szamara
is érdekes, fontos témakrdl beszélt szenvedélyesen. Kortarsaihoz hasonldan 6 is
sok id6t toltott a szamitogép el6tt tilve, online jatékokkal jatszva. Az itteni baratai
alapjan azonban egy igen érdekes kép rajzolédott ki réla, ugyanis személyisége
és viselkedése totalis ellentéte volt annak, amit a val6 életben mutatott magarol.
»5z4z szazalékban nyitott, extrovertalt, vicces, szellemes. De legféképpen rendki-
viil gondoskodé és egyiittérzd” — mondta az egyik ilyen hacktivista. Elete 11 éves
koraban vett gy6keres fordulatot, amikor egy, a kibertérben ért sérelme miatt
elkezdett a hackeléssel foglalkozni. Elmonddsa szerint csatlakozott néhdny online
hackerférumhoz, oktatéanyagokat, forumokat olvasott, és ettdl kezdve foglalkozott
webhelyek, szerverek feltorésével azért, hogy bosszut dllhasson.'* Képességeinek
fejlodésével egyidejtileg a politikai aktivizmus felé fordult.

Bar Husszein egyértelmiien rajongott a muszlim tarsadalmak torténelméért, nem
érdeklédott killonosebben az iszldm irdnt. Mikozben a neten kutatott a muszlim
kérdéskorrel kapcsolatban, elkezdte feltorni a weboldalakat abbol a célbdl, hogy
felhivja a figyelmet a problémékra szerte a viligon. Husszein e tevékenységével nem
volt egyediil. Maga koré gyujtott egy csoport hacktivistat, akik koziil sok hasonlé
politikai bedllitottsagu volt, de nem voltak feltétleniil azonos etnikumuak. Tizenot
évesen hozta létre sajit forumét (a poison.org-ot), majd késébb ebbél alakult ki
a TeaMpoisoN, ahol TriCk dlnéven valt ismertté. Ebben azidészakban torték fel a volt
brit miniszterelnok, Tony Blair egyik belsé munkatdrsdnak e-mail-fiokjat, ' ami utdn
Husszein szamos kormanytisztvisel6vel kapcsolatos bizalmas anyagot osztott meg
azinterneten, és ez azonnal hiressé tette. A TeaMpoisoN mdsik nagy nyilvinossagot
kapott timaddsa 2012 dprilisaban tortént, amikor telefonos szolgaltatasmegtagadasi
(DoS'¢) témadast inditott az Egyesiilt Kiralysag Terrorelhéritasi Parancsnokségi-
nak forrédrotja ellen. A timadds kovetkeztében az iroda telefonvonalait bombazta
egy robothang, amely a , Team Poison” kifejezést ismételte. E cselekmények utdn
ahatosagok letartéztattak. A borton a jelek szerint vizvalaszt6 id6szak volt szamara.
Bebortonzése elott Husszein alapvetéen inkabb ,széls6ségesnek” tituldlta magat,
és gy tiint, hogy a muszlimokkal szembeni vélt vagy valos igazsdgtalansigok ellen
harcol, de a politikai nézeteit inkabb az anarchizmushoz hasonlonak mindsitette.

13 HAMID 2018.

14 KovAcs 2012.

1S ROBERTS 2012.

16 Denial-of-Service attack (DoS attack), magyarul: szolgaltatasmegtagad4ssal jar6 tamadds vagy
talterheléses timadas.
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A rovid biintetése alatt azonban a bérténben vélhetéen radikalizalodott. Szabadu-
ldsa utdn nem sokkal, 2013-ban hagyta el Anglidt, és csatlakozott az ISIS-hoz,'” ahol
elsésorban propagandista és toborzé szerepet toltott be. Noha Husszeint az Islamic
State Hacking Division (ISHD — Iszlam Allam Hacker Divizi6) vezetéjének tartottik,
jelenleg nem tisztazott, hogy személyesen végzett-e ilyen tevékenységet Sziridban.
Amennyiben végzett is, az 1ényegesen kisebb léptéki volt a toborzasi és kiberter-
ror-koordindciés tevékenységénél. O szervezte be ugyanis a kordbban mar emlitett
Ardit Ferizit, és ugyancsak 6 volt a felbujtéja szaimos hozzd fordulé személynek.
Ezek koziil az egyik példa Munir Abdulkader ohioi féiskolai hallgaté esete, aki 2015
tavaszdn kereste meg Husszeint. Miutdn lebeszélte Abdulkadert arrdl, hogy Sziridba
jojjon, Husszein utasitotta, hogy rabolja el az amerikai hadsereg egyik tagjat, és vegye
videdra meggyilkolasit, illetve hogy timadjon egy rend6rérsre Cincinnatikozelében.

Bar Abdulkadert letartdztattdk, és 20 év bortonre itélték,1® mieldtt ezeket
végrehajthatta volna, mégis komoly jelzés volt a hatdsagok szdmadra ez az j irdny.
Kordbban nem igazan volt példa arra, hogy aleend6 Gjoncokat arra 6sztonozték,
hogy maradjanak lakéhelyiikén (jellemzden az Egyesiilt Allamokban vagy Eurépa-
ban), és ott hajtsanak végre timaddsokat. A toborzék igy szinte lehetetlenné tették
a hatosagok szamara, hogy észlelhessék azokat a tipikus viselkedéseket és jeleket
(péld4ul a gyanus utazdsokat, pénzmozgasokat stb.), amelyek kordbban elére
jelezhették a timadads tényét. Tovébbi 6ridsi elény volt a terrorcsoportok szamdra,
hogy ez a tevékenységiik elenyész6 koltséggel jart, egyaltalan nem jelentett komoly
veszteséget (halézat és ,modus operandi” kompromittdléd4sa, befektetett eszkozok,
kapcsolatok elvesztése), ha a potencialis elkdvetd esetleg lebukik, és a terrorcselek-
mény elkévetése meghiasul. Husszein alapvetéen egy olyan fenyegetést képviselt,
amelynek megjelenésétdl 2001 6ta féltek a hatdsagok; egy, a technolégidhoz érté
terroristat, aki a modern digitalis élet eszkozeit haszndlja arra, hogy egy terrorista
csoport hatokorét messze kiterjessze a fizikai helyén tdlra. 2015 nyardn sikeresen
végrehajtotta az egyik ,legglobalisabb” terrorista miveletet, amelyet valaha lattunk:
egy pakisztani szdrmazasu, Sziridban é16, brit terrorista beszervezett egy koszovoi
hackert, aki szamitastechnikat tanult Malajzidban, hogylehet6vé tegye az amerikai
katonak elleni timadast az Egyesiilt Allamokban.

Eletdtjanak rovid bemutatasat azért is tartottam kiemelten fontosnak, mert az 4l-
tala koordinalt és folytatott tevékenység mar sokkal inkdbb beleillik abba, amit
az 4tlagos allampolgar kiberterrorizmus alatt ért. Véleményem szerint a jovében is
ez lehet az egyik jellemzé megjelenési formdja a kiberterrorizmusnak.

17 Traki és Sziriai Iszldm Allam (angolul: Islamic State of Iraq and Syria).
18 Office of Public Affairs U.S. Department of Justice 2016.
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Akiberterrorizmus potenciélis veszélyének értékeléséhez és jovéjének meghataro-

zasahoz szerintem érdemes az eddigiekté]l némileg eltéré megkozelitést alkalmazni
kétalapvet6 kérdés megvalaszoldséval, miszerint: vannak-e olyan célpontok, amelyek
sebezhetok a kibertdmaddsokkal szemben, valamint hogy vannak-e olyan terrorista
csoportok, akik képesek és megfelel6en motivaltak ilyen timadasok végrehajta-
sara? Ugy gondolom, hogy az elsé kérdésre a vilasz egy magabiztos ,igen”. Szdmos
tanulmany kimutatta, hogy a kritikus informdci6s infrastrukturék sebezhet6k a ki-
bertdmaddsokkal szemben, mivel rendkiviil 6sszetettek, és az eddigi példédk alapjan
vélhetéen méga ,védettnek” tiiné rendszerekben is taldlhatunk sebezheté pontokat,
végs6 esetben egy hozzaféréssel rendelkez6 személyen keresztiil.

A masodik kérdésre mar korantsem ennyire egyértelm a valasz. A kiberhadvi-
seléssel foglalkoz6 csoportok és a kiberbin6zéi korok mar bebizonyitotték, hogy
képesek hozzaférni érzékeny informacidkhoz és magukhoz a létfontosségu rend-
szerelemekhez is. A terroristdk elméletileg kovethetnék ezen elkovetSk példdjat, és
akdr a télik szerzett eszkozokkel eredményesen tdimadhatnénak olyan célpontokat
is, amelyek a jelenleg rendelkezésre all6 eszkozeikkel elérhetetlenek voltak, eddig
ezekre azonban nem igazén volt példa. Ugy gondolom, hogy jelenleg a sziikséges
készségekkel és tuddssal rendelkez6 személyek nagyobb valoszintiséggel haszndljak
fel ezen képességeiket és fegyvereiket az ellenségeik elleni kémkedésre, vagy a kiber-
binozéssel torténd jelentds anyagi haszonszerzésre, mint arra, hogy kiberterrorista
tdmaddsokat hajtsanak végre. Ugyanakkor a trendek és a tdimadasi képességek elvi
lehetdsége meglétének ismeretében a vilasz sajnos sziikségszertien nem lehet egy
egyszer( ,kizart”. S6t...

Indoklésképp érdemes réviden éttekinteni, hogy milyen jelenségek alap-
jan vélem ugy, hogy a kiberterrorizmus altal jelentett potencialis veszély miatti
aggodalom megalapozott, és a kozeljovében kiemelt jelent6ségti lehet. Annak
érdekében, hogy a feltett kérdést megvélaszolhassuk, a fentiek mellett érdemes
réviden attekinteni azokat a trendeket, amelyek formaljak, illetve meghatdrozhatjak
az elkovetkezend6 idészakot.

A potencidlis célpontok szdmdnak novekedése
A jovében szamos teriilet vlhat timaddsok lehetséges célpontjava. Gondoljunk

példaul az 6nvezetd jarmuivekre, amelyek irdnyitasat az 6todik generaciés haléza-
ton keresztiil kiberterrorista csoportok is befolyasolhatndk, vagy a gyogyszeripar
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készitményeinek pontos Osszetételét tartalmazo adatbazisok tavolrdl torténd maodo-
sitdsdra. Ugyanakkor [ényegében felesleges sztikiteni a kort. Ebben az 6sszefiiggésben
minél tobb eszkoz és infrastruktura fiigg a szamitogépes halézatok meglététél és
helyes mikodésétdl, annal sebezhetSbb lesz az ezt hasznalé térsadalom az esetleges
tamaddsokkal szemben, és sajnos anndl valdszintibb, hogy a terrorista csoportok
hatékonyan fogjék kihasznélni az ilyen sebezhetdségeket.

»Az informéciés dimenziéban folytatott terrorizmus éltal okozott kir pontosan
mérhetd, és egyre inkdbb egyenértékivé valik a nehezebben kivitelezhetd, tobb és
koriiltekintSbb szervezéstigényld fegyveres timaddasokkal. A nemzetkozi szervezetek
szerint névekszik az informacios terrortdmadésok altal elérhet célpontok szdmais,
mivel az internet hasznalata egyre szélesebb korti a vildgon. Tehat beldthat6 idén
beliil szimolnunk kell azzal, hogy a terrorizmus a céljai elérése érdekében kihasznélja
az informéci6s dimenziéban megval6sithatd tdmaddsi modszereket és eszkozoket,
és az informécios hadviselés teljes repertodrjit alkalmazni fogja.”?

A kiberfegyverek fejlédése

Aziréni nukledris étesitmények vezérlérendszerét timado Stuxnet virus és sok mas
egyéb, a féjlokatjellemzden egyszertien t1l6 (dgynevezett ,wiper”) kartevd példajan
lathattuk, hogy a felhasznélt és igy a nyilvinossdg szamadra is megismerhet6 eszk6z6k
kivalé kiinduldsi alapot jelentenek a kiberfegyverek tovabbfejlesztéséhez. A hackti-
vistaknak, a kiberbtin6zoknek és az allami szereploknek egyarant érdeke az eszk6z6k
tejlesztése és egy résziik bevetése is. Ezen kdrtevoket kielemezve és modositva
amegfelel6 kompetencidval rendelkezé terrorista csoportok lényegében minimalis
raforditdssal juthatnak az eddigieknél joval hatékonyabb és a vilig barmely részén
bevethet6 fegyverekhez, amelyeket el 6bb-utobb bizonyosan fel is fognak hasznélni.

A sulypont dthelyezddése
Némileg paradox médon ahagyoményos terrorizmus elleni fellépés sikere valdszintileg
arra késztetia terroristakat, hogy egyre inkabb az olyan, nem hagyomanyos fegyverek
telé forduljanak, mint akiberterrorizmus. Ugyan véleményem szerint példdul a gép-

jarmuvel végrehajtott, ramming tipust timaddsok vagy a hagyomanyos robbantasok,

19 Ha1g etal. 2009.
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fegyveres merényletek jelenleg nagyobb fenyegetést jelentenek, mint a kiberterro-
rizmus, a kozeljovében ez konnyen megvaltozhat. A fizikai korldtok megsziinése,
alényegesen egyszer(ibb rejt6zkodés és anonimitds, a szinte korlatlan probélkozasi
lehet6ségek, a potencidlis célpontok sokszintisége és 6ridsi szima torvényszertien
eredményezi, hogy a terroristik a jévében egyre inkdbb kiberterroristakka véljanak.

OSSZEGZES

Afentieket 0sszegezve kijelenthetjiik, hogy a kiberterrorizmus altal jelentett poten-

cidlis veszély miatti aggodalom tehdt megalapozott. Megvizsgélva akiberterrorizmus
torténetét, megéllapithatjuk, hogy a kiillonb6z6 terrorszervezetek az informécié-
technologidt — és azon beliil is elsésorban az internetet — kezdetben szinte kizarélag
propagandacélokra hasznaltdk. A 2010-es évekt6l a terrorista csoportok és mas szél-
sOséges szervezetek egyre er6teljesebben, felkésziiltebben és nyiltabban hasznéljak
a kiberteret eszméik hirdetésére, kiképzési célokra, kapcsolattartasra, toborzasra,
miikodésiik finanszirozdsara és nem utolsésorban pszicholédgiai hadviselésre. Bar
aterrorszervezetek napjainkra egyre tobb szamitogépes szakértével rendelkeznek,
dm még hidnyzik a muszaki hatteriik és vélhetéen a kell6 motivacidjuk is ahhoz,
hogy egy orszag ellen dtfogd informdacids tdmaddst intézzenek.

Jelenlega terrorista csoportok nagyobb valdszintiséggel hajtanak végre timadaso-
kat az egyszertibb, konnyebben beszerezhet6 hagyomdnyos fegyverekkel, mint hogy
folyamatokat feliigyeld és ellendrzé ipari vezérlk (Supervisory Control and Data
Acquisition - SCADA) ellen inditsanak komplex timad4sokat, amelyek félelem- és
zavarkelt6 képessége tovabbra is bizonytalan. Ugyan a terroristak az utébbi években
egyre nagyobb mértékben haszndljak az informdciés technologidt és a kozosségi
médiat, ezeket inkabb a mindennapi mtikédésitk megkonnyitésére veszik igénybe,
mintsem hogy timadasok eszkoze és célpontja legyen.

Ugyanakkor a kiberterrorizmus szinte bizonyosan a jovénk része lesz. A kiber-
tér tovabbi terjedése, az infrastruktarak 6sszefonddasa, a célpontok szémanak és
a kibertimadassal okozhaté karok exponencidlis novekedése sziikségszertvé teszi
akiberterrorizmus hasonl6 aranyt novekedését is. Ahogyan a 2001. szeptember 11-ei
események meglepték a vilagot, ugy a kiberterrorizmus is konnyen megteheti ugyanezt.



354 TERRORIZMUS
FELHASZNALT IRODALOM

BLAKE, Andrew (2016): Ardit Ferizi, hacker who aided Islamic State, sentenced for helping terror
group with kill list. The Washington Times, 2016. szeptember 24. Online: https://www.washing-
tontimes.com/news/2016/sep/24/ardit-ferizi-hacker-who-aided-islamic-state-senten/

DORNFELD Laszl6 (2019): Kiberterrorizmus — a jové terrorizmusa? In Mez e1 Kitti (szerk.):
A biiniigyi tudomdnyok és az informatika. Budapest-Pécs: PTE AJK, 46-63.

HA1G Zsolt et al. (2009): A kritikus informdciés infrastruktirdk meghatdrozdsdnak médszertana.
Budapest: ENO Avisory Kft. Online: https://nki.gov.hu/wp-content/uploads/2009/10/a_kri-
tikus_informacios_infrastrukturak meghatarozasanak modszertana.pdf

HawMm1D, Nafees (2018): The British Hacker Who Became the Islamic State’s Chief Terror Cyber-
coach: A Profile of Junaid Hussain. CTC Sentinel, 11(4), 30-36. Online: https://ctc.westpoint.
edu/british-hacker-became-islamic-states-chief-terror-cybercoach-profile-junaid-hussain/

Kovacs, Eduard (2012): Hackers around the world: It's no TriCk, he’s among the best in the world.
Softpedia, 2012. februdr 18. Online: https://news.softpedia.com/news/Hackers-Around-the-
World-It-s-No-TriCk-He-s-Among-the-Best-in-the-UK-253652.shtml

NAGY Jézsef (2017): Csanyi Vilmos: A magyar politika azon sirdnkozik, hogy egyre kevesebben
vagyunk, én inkdbb azon, hogy egyre hiilyébbek vagyunk. 24.hu, 2017. augusztus 10. Online:
https://24.hu/kozelet/2017/08/10/ csanyi-vilmos-a-magyar-politika-azon-sirankozik-hogy-egy-
re-kevesebben-vagyunk-en-inkabb-azon-hogy-egyre-hulyebbek-vagyunk/

National Research Council System Security Study Committee (1991): Computers at Risk; Safe
Computing in the Information Age. Washington: National Academy Press.

PaPp Zoltdn Istvén (2018): A kiberterrorizmus mddszerei, lehetséges eszkdzei és az ezek ellen torténd
védekezés alternativdi. PhD-értekezés. Budapest: Nemzeti K6zszolgélati Egyetem Katonai
Miiszaki Doktori Iskola.

ROBERTS, Paul (2012): Report: TeamPoison Hacker , TriCk” Pleads Guilty For Hacking Tony
Blair’s E-mail. threatpost.com, 2012. julius 2. Online: https://threatpost.com/report-teampoison-
hacker-trick-pleads-guilty-hacking-tony-blairs-e-mail-070212/76757/

SQUATRIGLIA, Chuck (2008): Polish Teen Hacks His City’s Trams, Chaos Ensues. wired.com,
2000. janudr 11. Online: https://www.wired.com/2008/01/polish-teen-hac/

Egyéb forrdsok

Internet Usage Statistics [é. n.]: The Internet Big Picture World Internet Users and 2022 Population
Stats. Online: https://www.internetworldstats.com/stats.htm

Office of Public Affairs U.S. Department of Justice (2016): Ohio Man Sentenced to 20 Years in Prison
for Plot to Attack U.S. Government Officers. Online: https: / /www.justice.gov/opa/pr/ohio-man-
sentenced-20-years-prison-plot-attack-us-government-officers


https://www.washingtontimes.com/news/2016/sep/24/ardit-ferizi-hacker-who-aided-islamic-state-senten/
https://www.washingtontimes.com/news/2016/sep/24/ardit-ferizi-hacker-who-aided-islamic-state-senten/
https://nki.gov.hu/wp-content/uploads/2009/10/a_kritikus_informacios_infrastrukturak_meghatarozasanak_modszertana.pdf
https://nki.gov.hu/wp-content/uploads/2009/10/a_kritikus_informacios_infrastrukturak_meghatarozasanak_modszertana.pdf
https://ctc.westpoint.edu/british-hacker-became-islamic-states-chief-terror-cybercoach-profile-junaid-hussain/
https://ctc.westpoint.edu/british-hacker-became-islamic-states-chief-terror-cybercoach-profile-junaid-hussain/
https://news.softpedia.com/news/Hackers-Around-the-World-It-s-No-TriCk-He-s-Among-the-Best-in-the-UK-253652.shtml
https://news.softpedia.com/news/Hackers-Around-the-World-It-s-No-TriCk-He-s-Among-the-Best-in-the-UK-253652.shtml
https://24.hu/kozelet/2017/08/10/csanyi-vilmos-a-magyar-politika-azon-sirankozik-hogy-egyre-kevesebben-vagyunk-en-inkabb-azon-hogy-egyre-hulyebbek-vagyunk/
https://24.hu/kozelet/2017/08/10/csanyi-vilmos-a-magyar-politika-azon-sirankozik-hogy-egyre-kevesebben-vagyunk-en-inkabb-azon-hogy-egyre-hulyebbek-vagyunk/
https://threatpost.com/report-teamp0ison-hacker-trick-pleads-guilty-hacking-tony-blairs-e-mail-070212/76757/
https://threatpost.com/report-teamp0ison-hacker-trick-pleads-guilty-hacking-tony-blairs-e-mail-070212/76757/
https://www.wired.com/2008/01/polish-teen-hac/
https://www.internetworldstats.com/stats.htm



